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https://www.microsoft.com/en-us/security/blog/2022/10/25/dev-0832-vice-society-opportunistic-ransomware-campaigns-impacting-us-education-sector/
https://www.cisa.gov/news-events/cybersecurity-advisories/aa22-249a-0
https://unit42.paloaltonetworks.com/vice-society-targets-education-sector/
https://blog.talosintelligence.com/vice-society-ransomware-printnightmare/

